**CyberSecure Portal Empowering the College of Information and Computing Sciences with Digital Assurance and Resilience**

Magandang Araw po (Sir/Ma'am),

**Layunin:** Kami po ay naririto upang humingi ng ilang kasagutan para sa aming mga katanungan patungkol sa mga siguridad and kinakaharap na problema ng ng organisasyon upang lubos naming mapalalim at mabigyang-diin ang aming Capstone title para sa asignaturang Capstone 1.

Q1. **Tagalog:** Maari mo bang ilarawan ang kasalukuyang mga hakbang sa seguridad ng data at mga protocol na ipinapatupad sa iyong organisasyon?

**English:** Can you please describe the current data security measures and protocols implemented within your organization?

Q2. **Tagalog:** Ano ang mga pinakamahalagang hamon o kahinaan na iyong natatagpuan sa pagtitiyak ng seguridad at integridad ng iyong data?

**English:** What are the most significant challenges or vulnerabilities you encounter in ensuring the security and integrity of your data?

Q3. **Tagalog:** Mayroon ka bang naranasan na mga kamakailang insidente o pagsalakay na nakaimpluwensya sa kumpidensyalidad, integridad, o kahandaan ng iyong data?

**English:** Have you experienced any recent incidents or breaches that have impacted the confidentiality, integrity, or availability of your data?

Q4. **Tagalog:** Paano mo kasalukuyang binabantayan at natutuklasan ang hindi awtorisadong pag-access o mga kahinaan sa iyong mga sistema ng data?

**English:** How do you currently monitor and detect unauthorized access or suspicious activities within your data systems?

Q5. **Tagalog:** Mayroon bang mga partikular na mga kinakailangang pagsunod o regulasyon na kailangan mong sundin patungkol sa seguridad at integridad ng data?

**English:** Are there any specific compliance requirements or regulations that you need to adhere to regarding data security and integrity?

Q6. **Tagalog:** Anong mga kasangkapan o teknolohiya ang kasalukuyang ginagamit upang protektahan ang sensitibong data at pigilan ang hindi awtorisadong pag- access?

**English:** What tools or technologies are currently being utilized to protect sensitive data and prevent unauthorized access?

Q7. **Tagalog**: Paano mo pinapangasiwaan at pinipigilan ang mga panganib o limitasyon sa iyong kasalukuyang imprastruktura sa seguridad ng data na iyong pinaniniwalaang kailangang resolbahin?

**English**: How do you manage and mitigate risks associated with insider threats or human error in handling data?

Q8 **Tagalog**: Mayroon bang mga butas o limitasyon sa iyong kasalukuyang imprastruktura sa seguridad ng data na iyong pinaniniwalaang kailangang resolbahin?

**English**: Are there any gaps or limitations in your current data security infrastructure that you believe need to be addressed?

Q9 **Tagalog**: Paano mo tiyak na ang data ay totoo at mapagkakatiwalaan habang ito ay pinoproseso, inililipat, at iniimbak sa loob ng iyong organisasyon?

**English**: How do you ensure the authenticity and trustworthiness of data as it is processed, stored, and transmitted within your organization?

Q10. **Tagalog**: Ano ang mga prayoridad o mga lugar ng pokus mo kapag tungkol sa pagpapabuti ng seguridad at integridad ng data sa loob ng iyong organisasyon?

**English**: What are your priorities or areas of focus when it comes to improving data security and integrity within your organization?

Q11. **Tagalog** Maari mo bang ilarawan ang mga insidente ng identity theft o impersonasyon na nangyari sa loob ng mga sistema o proseso ng inyong organisasyon?

**English** Can you describe any incidents of identity theft or impersonation that have occurred within your organization's systems or processes?

Q12. **Tagalog** Paano mo kasalukuyang tinitiyak ang pagkakakilanlan ng mga indibidwal na nag-a-access ng sensitibong impormasyon o mapagkukunan sa loob ng inyong organisasyon?

**English** How do you currently verify the identity of individuals accessing sensitive information or resources within your organization?

Q13. **Tagalog** Anong mga hakbang ang ipinapatupad upang madiskubre at maiwasan ang hindi awtorisadong pag-access o paggamit ng pagkakakilanlan ng ibang tao?

**English** What measures are in place to detect and prevent unauthorized access or use of another individual's identity?

Q14. **Tagalog** Mayroon bang mga kaganapang naganap kung saan ang identity theft ay nagresulta sa akademikong o administratibong mga kahihinatnan para sa mga estudyante o kawani?

**English** Have there been any instances where identity theft has resulted in academic or administrative consequences for students or staff?

Q15. **Tagalog** Anong mga protocol ang sinusunod kapag may mga pagdududa ng identity theft, lalo na sa mga sitwasyon tulad ng pagkakaiba-iba ng resulta ng pagsusulit?

**English** What protocols are followed when suspicions of identity theft arise, particularly in situations such as exam results discrepancies?

Q16. **Tagalog** Paano pinoprotektahan ang mga talaan ng estudyante at akademikong data upang maiwasan ang hindi awtorisadong pag-access o pagbabago?

**English** How are student records and academic data protected to prevent unauthorized access or tampering?

Q17**. Tagalog** Mayroon bang partikular na mga programa sa pagsasanay o kampanya sa kamalayan na ipinapatupad upang magbigay-kaalaman sa mga estudyante at kawani tungkol sa mga panganib at mga kahihinatnan ng identity theft?

**English** Are there any specific training programs or awareness campaigns implemented to educate students and staff about the risks and consequences of identity theft?

Q18. **Tagalog** Anong mga teknolohiya o kasangkapan ang ginagamit upang bantayan at subaybayan ang pag-access sa sensitibong impormasyon at madiskubre ang posibleng mga insidente ng identity theft?

**English** What technologies or tools are utilized to monitor and track access to sensitive information and detect potential instances of identity theft?)

Q19**. Tagalog** Paano hinarap ng inyong organisasyon ang pagsisiyasat at paglutas ng mga insidente ng identity theft, kapwa sa loob at sa tulong ng mga kinauukulan na awtoridad?

**English** How does your organization handle the investigation and resolution of identity theft incidents, both internally and in collaboration with relevant authorities?

Q20. **Tagalog** Mayroon bang mga legal o regulasyon na nagtatakda kung paano dapat ireport at solusyunan ang mga insidente ng identity theft sa loob ng inyong organisasyon?

**English** Are there any legal or regulatory requirements that govern how identity theft incidents must be reported and addressed within your organization?)

Q21**. Tagalog** Anong mga estratehiya ang ina-apply ninyo upang tiyakin ang kahusayan at integridad ng mga talaan ng estudyante at akademikong data sa harap ng panganib ng identity theft?

**English** What strategies do you employ to ensure the accuracy and integrity of student records and academic data in the face of identity theft risks?)

Q22**. Tagalog** Mayroon bang mga pagsisikap sa pakikipagtulungan sa iba pang mga institusyon o organisasyon upang ibahagi ang mga pinakamahusay na pamamaraan at kaalaman tungkol sa pagsugpo at pagsagot sa identity theft?

**English** Are there any collaborative efforts with other institutions or organizations to share best practices and insights regarding identity theft prevention and response?)

Q23**. Tagalog** Paano ninyo ipinaaabot sa mga estudyante at kawani ang kahalagahan ng pangangalaga sa personal na impormasyon at pagsusumite ng anumang mga kahina-hinalang aktibidad patungkol sa identity theft?

**English** How do you communicate with students and staff about the importance of safeguarding personal information and reporting any suspicious activities related to identity theft?)

Q24**. Tagalog** Anong papel ang ginagampanan ng teknolohiya sa pagpapalakas ng mga proseso ng pagkakakilanlan at pagbawas sa panganib ng identity theft sa mga akademikong pangkat?

**English** What role does technology play in enhancing identity verification processes and reducing the risk of identity theft in academic settings?)

Q25**. Tagalog** Anong mga aktibong hakbang ang plano mong ipatupad o palakasin upang lalo pang mabawasan ang panganib ng identity theft at tiyakin ang integridad ng mga talaan at proseso sa akademiko?

**English** What proactive measures do you plan to implement or enhance to further mitigate the risks of identity theft and ensure the integrity of academic records and processes?)

**Pag papaalam:** Maraming salamat po sa iyong oras, umasa po kayo na ang mga datos na nakalap sa session na ito ay gagamitin namin para sa aming pag aara, muli maraming salamat po.